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Abstract of the contribution: This contribution proposes alignment text for 5G core network architecture to incorporate the NSSF support for network slicing based on agreements captured in TR23.799.
Introduction
This contribution proposes alignment text for 5G core network architecture to incorporate the NSSF support for network slicing based on agreements captured in TR23.799.
Background for the Network Slicing Architecture Alignments
(1) Definitions of Common Control Network Function (CCNF) and Network Slice Selection Function (NSSF)
There were agreements on the functionality that support the network slicing captured in TR 23.799 as described below. 

· The definition of CCNF as described in Clause 8.1 of TR 23.799, bullet 4. 

A UE may access multiple slices simultaneously via a single RAN. In such case, those slices share some control plane functions, e.g. AMF and Network Slice Instance Selection Function. These common functions are collectively identified as CCNF (Common Control Network functions).
· The definition of NSSF as described in Clause 8.1 of TR 23.799, bullet 5a. 

The NSSF is one function of CCNF, which is a set of NFs including the AMF and the NSSF, and is used to select the NSI for the UE.

This PCR proposes to incorporate the above definitions into the clause 3.1 in TS 23.501 as follows.   

CCNF : Common Control Network Functions are referred to the collective set of common functions, e.g. AMF and Network Slice Instance Selection Function (NSSF), that were shared by multiple slices when UE access to those slices simultaneously via a single RAN. 

NSSF : The Network Slice Instance Selection Function (NSSF) is one function of CCNF, which is a set of NFs including the AMF and the NSSF, and is used to select the NSI for the UE. 
(2) Architecture alignment of NSSF support for network slicing with the 5G Core overall architecture

In clause 8.1 of TR 23.799 for the network slicing conclusions, the following procedures were agreed:

	2.
A UE may provide network slice selection assistance information (NSSAI) consisting of a set of parameters to the network to select the set of RAN and CN part of the network slice instances (NSIs) for the UE:

a)
The NSSAI can have standard values or PLMN specific values. The NSSAI (which is used to select the CCNF) is a collection of SM-NSSAIs (see sub-bullet 2c for the SM-NSSAI definition), each allowing the network to select a particular slice.

NOTE 1:
Whether a single value which is a representation of a collection of the SM-NSSAIs could also be used as NSSAI is to be assessed in normative work.
b)
The UE may store a Configured and/or Accepted NSSAI per PLMN.


The Configured NSSAI is a NSSAI configured by default in a UE to be used in a PLMN before any interaction with the PLMN ever took place.
The Accepted NSSAI is the NSSAI used by the UE after the PLMN has accepted an Attach Request from the UE. The Attach Accept message includes the Accepted NSSAI. The accepted NSSAI may be updated by MM procedures (see below).

c)
If the UE has been provided a Configured or Accepted NSSAI for the ID of the PLMN that the UE accesses, the UE provides this NSSAI in RRC and NAS as described below.


Each SM-The NSSAI in the NSSAI may include:

-
Slice/Service type (SST), which refers to the expected network behaviour in terms of features and services.

-
Information that complements the Slice/Service type(s) to allow further differentiation for selecting from the potentially multiple network slice instances that all comply with the indicated slice/service type(s). This information is referred to as Slice Differentiator (SD).

NOTE 2:
The abbreviation SM-NSSAI does not imply it is used only in SM procedures nor that it only carries SM information. E.g. it may be used to help in AMF selection as part of the NSSAI.

An SM-NSSAI can include both a Slice/Service Type and Slice Differentiator or just the Slice/Service Type.


The RAN routes the initial access to a CCNF using the NSSAI (see bullet 4 for CCNF definition).
NOTE 3:
Whether NSSAI in RAN and NAS are exactly the same, is to be determined during normative phase.
d)
If the UE did not receive any Accepted NSSAI for the ID of the PLMN that the UE accesses, the UE provides the Configured NSSAI in RRC and NAS, if the UE has been provided with a Configured NSSAI. The RAN uses the NSSAI for routing the initial access to a CCNF. If the UE doesn't store any NSSAI (Accepted or Configured) for the ID of the PLMN that the UE accesses, the UE provides no NSSAI in RRC and NAS, and the RAN sends NAS signalling to a default CCNF (see bullet 4 for CCNF definition).
e)
After (initial) slice selection, upon successful attachment the UE is provided with a Temp ID that is provided by the UE in RRC during subsequent accesses to enable the RAN to route the NAS message to the appropriate CCNF, as long as the Temp ID is valid. In addition the serving PLMN may return an Accepted NSSAI that the UE stores for the PLMN ID of the serving PLMN. The Accepted NSSAI includes the SM-NSSAI values of the slices the UE is accepted to use by the network.

f)
For a "Service Request" the UE is registered/updated and has a valid temp ID, which is sufficient in the RAN to route the request to the serving Common CP NF. It is assumed that the slice configuration doesn't change within the UE's registration areas.

g)
For enabling routing of a TA update request the UE includes always Accepted NSSAI and a complete Temp ID in RRC. If the RAN is aware of and can reach the CCNF which is associated with the Temp ID, then RAN forwards the request to the CCNF. Otherwise, RAN selects a suitable CCNF based on the Accepted NSSAI and forwards the request to the selected CCNF. If the RAN is not able to select a CCNF based on the Accepted NSSAI, then the request is sent to a default CCNF.
h)
The UE shall include in a PDU session establishment Request a SM-NSSAI which, shall enable the selection of an SMF, alongside the DNN.
i) In order for RAN to select a proper resource for supporting network slicing in RAN, RAN may need to be aware of the network slices. How the RAN is aware of this is up to RAN WGs to determine.


In addition, in clause 8.4 of TR 23.799, there were also agreements on the NG1 and NG2 terminations captured as follows:
	Agreements for MM and SM interaction are as follows:

………

1.
A single NG1 NAS connection is used for both MM and SM-related messages and procedures for a UE. The single NG1 termination point is located in MM.
1a.
When a UE is simultaneously connected to the same NGC network over 3GPP access and non-3GPP access, the UE is served by a single AMF.

……….

9. 
NG2 signalling related with UE is terminated in the MMF i.e. there is an unique NG2 termination for a given UE regardless of the number of PDU sessions (possibly zero) of a UE


However, in clause 8.12, there is no mention in anywhere on how NSSF is to be part of the overall 5G Core architecture.  Based on the agreements that were captured in the TR 23.799 as shown above, this PCR proposes the following options to be considered to capture the NSSF in the overall 5G Core architecture: 
Option-1: NSSF is integrated into AMF

In principle, AMF is a very different function than NSSF.  AMF is intended to keep track of UE's registration and location monitoring and to support mobility management as well as session management.  Those AMF operations support diverse range of performance (e.g. high to low latency).  Hence, the placement of the AMF with respect to the UE’s location would have significant impact to the UE’s performance to satisfy the KPI of the target service.  Whereas, NSSF is responsible for NSI Selection decision and it takes no part of any runtime SM operation.  However, in order to be effectively to support NSI selection, NSSF is required to support the following set of functions: 
· It interfaces with MANO (outside of SA2 scope) to support NSI configuration management, NSI level of SLA/performance monitoring and reporting for its serving 5G Core

· It selects the proper target NSI for the UE based on UE provided S-NSSAI (e.g. taking into account of the service SLA of the MVNO, Service or OTT providers), UE's location, time window etc.   
· It supports slice-level admission control for accessing the NSI (i.e. NSI selection) based on SLA/performance monitoring as described above, and the operator configured slice-level admission control rules, 

For example, a network slice serving mission-critical services must get guaranteed low-latency access.  With slice-level admission control configuration rules, the UE who has been admitted to one “active” NSI may not be admitted to another NSI that has conflict with the UE’s already “active” NSI. 
Unlike AMF, the operation of NSSF has no dependency on the UE's mobility pattern, service reliability, service latency etc.  A NSSF can serve more than one AMF because it is to serve the operator at the slice/service level.   The functionality of NSSF is relatively static when comparing to AMF.   Dependent on the type of service and mobility function that AMF supports, some AMFs may require a more distributed deployment, whereas NSSF is likely a more centralized function which is better to be sitting in the cloud.  
Given these two distinct functions for AMF and NSSF, if integrating NSSF into AMF:  
· Pros – No change to existing architecture as described in clause 8.12

· Cons – The scalability of NSSF will then be tied to the AMF which will not be optimal to either function.  NSSF and AMF are completely different functions, and they should scale independently.  For example, when the MANO updates the NSI selection related policy w.r.t. to the S-NSSAI, and is required to push down to every single AMF in the 5G system rather than just to the NSSF.  NSSF can serve multiple AMFs and would be geographically reside differently than AMF, e.g. AMF may reside close to the premises and distributed to ensure the KPI of the service performance for the UE, while NSSF may sit in a cloud. 
Option-2: Supporting similar function as the NRF (NF Repository Function), however, it is at the NSI and NOT at the NFI level, and is accessible only by the AMF

· Pros – Enable NSSF and AMF to scale independently, opposite to Option-1 above. 
· Cons – An additional interface is added to the AMF when network slicing is enabled. However, since NSSF is accessible only by the AMF. The overall architecture diagram may not need to be modified. The details of the interactions between AMF and NSSF can be deferred to clause 5.13 in TS 23.501.  Only some minor descriptions need to be added to clause 4.2 to clarify the purpose of NSSF.    

NOTE:  The reason for not considering to integrate NSSF with NRF, because NSSF is operating at the slice level whereas NRF is operating at the NF level. Furthermore, the operation policy of NSSF is not the same as the NRF.  Hence, the interface to NRF and to NSSF would not be the same and it is reasonable to logically separate these two functions.  

Option-3: NSSF is part of the PCF

· Pros – No change to existing architecture as described in clause 8.12
· Cons – NSSF configuration is not per UE basis.  To configure NSI mapping to SM-NSSAI per UE may introduce significant provisioning overhead. 
Conclusion: After evaluating the three options above, the PCR recommends Option-2 above as the way forward. 
Proposal
It is proposed to discuss and approve the following text to the TS 23.501 “System Architecture for 5G System; Stage 2”.
* * * Start of Change#1 * * * *
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

CCNF : Common Control Network Functions are referred to the collective set of common functions, e.g. AMF and Network Slice Instance Selection Function (NSSF), that were shared by multiple slices when UE access to those slices simultaneously via a single RAN. 

Network Slice Instance (NSI): The Network Slice Instance is an collection of network function instances created from a Network Slice Template to accommodate the services/sessions for a UE
NSSF : The Network Slice Instance Selection Function (NSSF) is one function of CCNF, which is a set of NFs including the AMF and the NSSF, and is used to support the selection of the NSI for the UE. 

* * * Start of Change#2 * * * *
4.2.X  Reference points and Functionality description

The 5G Reference Architecture consist of the following functions:

-
Unified Data Management (UDM).

-
Authentication Server Function (AUSF).

-
Policy Control function (PCF).

-
Core Access and Mobility Management Function (AMF).

-
Session Management Function (SMF).

-
User plane Function (UPF).

-
Network Exposure Function (NEF).

-
NF Repository Function (NRF).
- 
NSI Selection Function (NSSF)
-
(Radio) Access Network ((R)AN).

-
UE User Equipment.

-
Data network (DN), e.g. operator services, Internet access or 3rd party services.

-
Data Storage network function (DSF).

The following is a high level split of functionality between the control plane and the user plane.

The Access and Mobility Management function (AMF) includes the following functionality:

-
Termination of RAN CP interface (NG2).

-
Termination of NAS (NG1), NAS ciphering and integrity protection.

-
Mobility Management.

-
Lawful intercept (for AMF events and interface to LI System).

-
Transparent proxy for routing access authentication and SM messages.

-
Access Authentication.


Access Authorization.

-
Security Anchor Function (SEA). It interacts with the UDM and the UE, receives the intermediate key that was established as a result of the UE authentication process. In case of USIM based authentication, the AMF retrieves the security material from the UDM.

-
Security Context Management (SCM). The SCM receives a key from the SEA that it uses to derive access-network specific keys.
- 
Interacts with NSSF to provide NSSAI and other information for slice selection and receives selected NSI. 
NOTE 1:
Regardless of the number of Network functions, there is only one NAS interface instance between the UE and the CN, terminated at one of the Network functions that implements at least NAS security and mobility management.
The Session Management function (SMF) includes the following functionality:

-
Session Management.

-
UE IP address allocation & management (incl optional Authorization).

-
Selection and control of UP function.

-
Termination of interfaces towards Policy control and Charging functions.

-
Control part of policy enforcement and QoS.

-
Lawful intercept (for SM events and interface to LI System).

-
Termination of SM parts of NAS messages.

-
Downlink Data Notification.

-
Initiator of AN specific SM information, sent via AMF over NG2 to AN.

-
Roaming functionality:

-
Handle local enforcement to apply QoS SLAs (VPLMN).

-
Charging data collection and charging interface (VPLMN).

-
Lawful intercept (in VPLMN for SM events and interface to LI System).

NOTE 2:
Not all of the functions are required to be supported in a CN instance of a network slice.

The NG Core User plane function (UPF) includes the following functionality:

-
Anchor point for Intra-/Inter-RAT mobility (when applicable).

NOTE 3:
If there is a need for UPF to act as an anchor for UE connected both to the 3GPP and non-3GPP access will be determined during the normative phase.

-
External PDU session point of interconnect (e.g. IP).

-
Packet routing & forwarding.

-
QoS handling for User plane.

-
Packet inspection and Policy rule enforcement.

-
Lawful intercept (UP collection).

-
Traffic accounting and reporting.

-
Support for interaction with external DN for transport of signalling for PDU session authorization/authentication by external DN.

NOTE 4:
Not all of the UPF functions are required to be supported in an instance of user plane function of a network slice.
The Policy function (PCF) includes the following functionality:

-
Supports unified policy framework to govern network behaviour.

-
Provides policy rules to control plane function(s) to enforce them.

NOTE 5:
The Policy control function (PCF) is assumed to retrieve subscription information from a subscription repository (UDM).

The Network Exposure Function (NEF) supports the following functionality:

-
It provides a means to securely expose the services and capabilities provided by 3GPP network functions e.g 3rd party, internal exposure/re-exposure.

-
The Network Exposure Function receives information from other network functions (based on exposed capabilities of other network functions). It may store the received information as structured data using a standardized interface to a data storage network function (interface to be defined by 3GPP). The stored information can be "re-exposed" by the NEF to other network functions and used for other purposes such as analytics.

NOTE 6:
Bullet above needs to be reflected in the figure as part of the normative phase.

The NF Repository Function (NRF) supports the following functionality:

-
Maintain the deployed NF Instance information when deploying/updating/removing NF instances.

-
Supports service discovery function. Receive NF Discovery Request from NF instance, and provides the information of the discovered NF instances (be discovered) to the NF instance.

NOTE 7:
Whether NRF is an enhancement of DNS server is to be determined during Stage 3.
The NSI Selection Function (NSSF) supports the following functionality:

· Interfaces with MANO (outside of SA2 scope) to support NSI configuration management, NSI level of SLA/performance monitoring and reporting for its serving 5G Core

· Supports NSI selection. Receive NSI Selection Request from AMF, and provides the context of the selected NSIs to the AMF based on the provided for the UE based on UE provided S-NSSAI (e.g. taking into account of the service SLA of the MVNO, Service or OTT providers), UE's location, time window etc.   

· Supports slice-level admission control for accessing the NSI (i.e. NSI selection) based on SLA/performance monitoring as described above, and the operator configured slice-level admission control rules, 

For example, a network slice serving mission-critical services must get guaranteed low-latency access.  With slice-level admission control configuration rules, the UE who has been admitted to one “active” NSI may not be admitted to another NSI that has conflict with the UE’s already “active” NSI. 

NOTE 8: Further details of the slice related policy shall be implemented by the Policy Framework

-
Maintains the deployed NSI information provisioned by management system.
The Unified Data Management (UDM) supports the following functionality:

-
Supports Authentication Credential Repository and Processing Function (ARPF). This function stores the long-term security credentials used in authentication for AKA.

-
Stores Subscription information.

NOTE 8:
UDR (User data repository) could be present within the UDM.

The AUSF supports the following functionality:

-
Supports Authentication Server Function (AUSF) as specified by SA WG3.

NOTE 9:
when there is an update to security architecture defined by SA WG3, security functionality mapping to the overall architecture will be updated.

The 5G Reference Architecture contain the following reference points:

NG1:
Reference point between the UE and the Access and Mobility Management function.

NG2:
Reference point between the (R)AN and the Access and Mobility Management function.

NG3:
Reference point between the (R)AN and the User plane function (UPF).

NG4:
Reference point between the Session Management function (SMF) and the User plane function (UPF).

NG5:
Reference point between the Policy Function (PCF) and an Application Function (AF).

NG6:
Reference point between the UP function (UPF) and a Data Network (DN).

NOTE 10:
The traffic forwarding details of NG6 between a UPF acting as an uplink classifier and a local data network will not be specified in this release.

NG7:
Reference point between the Session Management function (SMF) and the Policy Control function (PCF).

NG7r:
Reference point between the vPCF and the hPCF.

NG8:
Reference point between Unified Data Management and AMF.
NG9:
Reference point between two Core User plane functions (UPFs).

NG10:
Reference point between UDM and SMF.

NG11:
Reference point between Access and Mobility Management function (AMF) and Session Management function (SMF).

NG12:
Reference point between Access and Mobility Management function (AMF) and Authentication Server function (AUSF).

NG13:
Reference point between UDM and Authentication Server function (AUSF).

NG14:
Reference point between 2 Access and Mobility Management function (AMF).

NG15:
Reference point between the PCF and the AMF in case of non-roaming scenario, V-PCF and AMF in case of roaming scenario.
NG16:
Reference point between two SMFs, (in roaming case between V-SMF and the H-SMF).
NGx: 
Reference point between AMF and NSSF.
* * * End of Changes * * * *
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